## **Vulnerability Disclosure Request**

To evaluate your request for public disclosure of a reported vulnerability, please complete the following information. DJI will review your request based on the fix status, impact scope, and potential security risks. We may contact you for further clarification if needed.

### **Report Information**

Report Title：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Submission Time：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

### **Disclosure Content (Please submit as an attachment)**

Please submit the **full content** you intend to publicly disclose in the form of an attachment. Examples include a blog draft, CVE details page, public article, or social media post.

This content will serve as the primary basis for evaluating whether public disclosure is permitted. Please ensure that the version you submit is the final version intended for publication.

### **Disclosure Timing**

Preferred date for public disclosure (subject to DJI’s approval): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

### **Disclosure Channels**

Which platforms do you plan to publish on?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

### **Is redistribution allowed?**

### If redistribution is allowed, you will need to bear joint liability to DJI for the content redistributed by third parties.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

### **Other Notes (optional)**

Any other notes or requests?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_